




Dynamic Read Caching: In environments with large, dynamic unstructured data sets, 
administrators often have trouble predicting when a spike in demand for a particular file 
will occur. Read Caching instantly copies files to a high performance storage tier for use 
across physical or virtual servers when a file is requested from a slower tier of storage. 
While the file is being delivered to the requester, a background copy is made to a high- 
performance cache tier, ensuring that subsequent accesses will be delivered at maximum 
speed. Files can be cached not only from integrated storage tiers, but also from external 
devices within the namespace, including de-duplication devices or stranded filers. Read 
caching eliminates the need for administrators to increase capacity on faster tiers as a  
performance buffer, reducing overall storage costs.

Space Efficient Cloning: JetClone, a new feature incorporated into the BlueArc 
SiliconFS file system, enables IT managers to lower their total cost of ownership with 
the industry’s most space efficient, writeable VMDK file snapshots. With JetClone, users 
are able to maintain maximum performance and storage space by cloning only the con-
tainer files rather than entire file systems while using the least amount of storage capacity. 
BlueArc’s 256 TB file system is 16 times larger than other leading brands that are limited 
to 16 TB file systems, thus eliminating limitations on the amount of data that can be 
written to VMDK clones.

Comprehensive Data Protection
In addition to the hardware-based protection built into the Titan and Mercury architec-
tures, BlueArc provides a comprehensive suite of Data Protection Services that include 
Clustering, Snapshot Rollback, and Replication to guard against all threats, including 
logical, physical and site outages.

Clustering: Clustering of up to eight active/active servers increases system availability 
by reducing planned and unplanned recovery times. Should a server within the cluster 
cease to function; the remaining nodes seamlessly assume all functions of the failed server. 
Virtual servers and corresponding policy information are automatically migrated to a 
functional node while maintaining mapping to virtual machines. This means that all data 
is accessible from any node in the cluster—which can be up to 100 kilometers away for 
extended campuses.

During planned maintenance activities, clusters remain online through the use of rolling 
firmware upgrades for each node in the cluster. In this case, each node is able to perform 
sequential, minor firmware updates without cluster disruption or downtime.

Snapshots and File System Rollback: In order to increase granularity of recovery point 
objectives, administrators can automatically schedule snapshots as part of data migration, 
replication and backup policies. BlueArc allows up to 1,024 snapshots to be created per 
server. To reduce recovery times, the File System Recover from Snapshot feature restores  
a file system from a snapshot in seconds. 

As a standard feature, multiple checkpoints for File System Rollback increase recovery 
point granularity. Checkpoints are written to the file system every two to five seconds as 
the disk cache is flushed, creating a rollback window of approximately 10 minutes. If an 
error writing data or problem with the file system occurs, the administrator can roll back 
the file system, choosing any one of up to 128 checkpoints.

Replication: JetMirror is a high-speed replication feature which significantly reduces 
the time required to replicate large, complex file systems for data protection and disaster 
recovery. JetMirror uses a unique object-based file system technology as an option to 
the existing file-based replication software. JetMirror provides the speed of block-based 
replication while replicating only the data, not empty blocks. It can replicate data over 
any distance, and users can run backups from the replicated file system for maximum 
data protection without any performance impact on the active file system. BlueArc Site 
Recovery Adaptor for VMware SRM (Site Recovery Manager) is a certified solution 
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which integrates VMware SRM with JetMirror to accelerate and 
ensure successful recovery by automating the recovery process and 
eliminating the complexity of managing and testing recovery plans.

Anti Virus and Backup Support: In network data sharing environ-
ments, protection against potential virus attack is critical. BlueArc’s 
core software offers full integration and support for the most popu-
lar anti-virus infrastructure from McAfee, Symantec and Trend 
Micro. Files can be scanned directly upon open or close procedures. 
Administrators will benefit from report summary statistics and can 
configure per share scanning, or scanning via inclusion/exclusion lists.

Through the Network Data Management Protocol (NDMP), BlueArc 
integrates with the data protection suites of all major backup and 
recovery partners with NDMP enabled devices. This provides an addi-
tional layer of data protection, including the ability to backup to tape 
archives, to provide the most comprehensive options for data recovery.

BlueArc – An Integrated, Unified Approach to Network Storage 
BlueArc’s software suite uses a multi-tiered approach that provides 
different levels of data protection, data management or virtualization 
depending on the needs of the business. BlueArc combines the power 
of unique hardware accelerated file system with a comprehensive suite 
of value added features. The result is a unified, high performance  
net- work storage infrastructure that is easy to provision, economical 
to deploy, flexible to upgrade, and designed to integrate into a broader 
information environment.

About Bluearc
BlueArc is a leading provider of high performance unified network 
storage systems to enterprise-class data centers, including data intensive 
markets, such as electronic discovery, entertainment, federal govern-
ment, higher education, internet services, oil and gas and life sciences. 
Our products support both network attached storage, or NAS, and 
storage area network, or SAN, services on a converged network  
storage platform.

We enable companies to expand the ways they explore, discover, 
research, create, process and innovate in data-intensive environments. 
Our products replace complex and performance-limited products 
with high performance, scalable and easy to use systems capable of 
handling the most data intensive applications and environments. 
Further, we believe that our energy efficient design and our prod-
ucts’ ability to consolidate legacy storage infrastructures, dramatically 
increases storage utilization rates and reduces our customers’ total 
cost of ownership.

SOFTWARE SPECIFICATIONS

Network File System  
Protocol Support

• Common Internet File System (CIFS) 
• Network Files System (NFS) – v2, v3, v4 
• iSCSI

Network Transport Protocols

• NDMP v2, v3, and v4 
• File Transfer Protocol (FTP) 
• Ethernet 
• TCP/IP, UDP

Management Protocols
HTTP, SSL, SSH, SNMP v1 and v2c, NIS, DNS, 
WINS, NTP, Email Alerts

SYSTEM MANAGEMENT SOFTWARE

Management Interfaces
• GUI based: web browser accessible 
• CLI-based: Telnet, Serial 
• Scripting for automated management

Hardware Management 
Includes

• Mercury Storage Servers 
• RAID Controllers 
• Disk Subsystems 
• Fibre Channel Switches

Management Access 
Control

• User/Password authentication 
• Management port definition 
• Management access method 
• Access Control Lists (ACL’s)
• NIS, Active Directory, and LDAP

SOFTWARE FEATURES

Standard Features

• BlueArc Hardware Accelerated File System
• Network File System Protocol Support 
• Centralized Management 
• Snapshots & Quick Restore 
• Virtual Servers
• Virtual Volumes 
• Virtual Storage Pools 
• Storage Balancing 
• Quotas – volume, group or user 
• NDMP (LAN-free backup) 
• Anti-Virus Support 
• RAID 1, 10, 5, 6 protection

Optional Features 

• JetClone 
• JetMirror 
• Data Migrator 
• Dynamic Read Caching 
• Active-Active Clustering 
• Global Namespace 
• Replication 
• File System Rollback from Snapshot 
• Virtual Server Migration 
• Secure Virtual Servers


